
DETECTIVE LESSON FROM DETECTIVE GURU

BE CAREFUL OF CYBER CRIMES!

Stay Smart. Stay Safe.

Types of Cyber Crimes:

- Phishing Scams

Fake emails or messages try to steal your passwords or personal details. They often look like

they're from banks or government sources.

- Online Frauds

Fake shopping sites, job offers, and lottery scams trick you into sending money or details. Always

verify before paying or sharing info.

- Social Media Hacks

Hackers steal your account or pretend to be you. They may message your contacts or post harmful

content.

- Financial Scams

Fraudsters send fake UPI or bank links to steal your money. Never click links or share OTPs without

confirming.

- Cyberbullying & Blackmail

People may harass, threaten, or blackmail you using photos or private information. Report it

immediately.

How to Spot a Fraud:

- Check Before You Click

Don't trust unknown emails or links. Always visit official websites directly.

- Never Share OTPs or Passwords

Even banks or police will never ask for them. Keep your credentials private.

- Confirm Suspicious Calls

If someone claims to be from your bank or company, call the official number to verify.

- Use Trusted Apps/Websites

Download apps only from Play Store or App Store, and use official sites for payments.



- Report Anything Strange

If something feels off, trust your instinct. Report it before it's too late.

Where to Verify & Report:

- Cyber Crime Helpline

Call 1930 for help and advice.

- Report Online

www.cybercrime.gov.in - File a complaint quickly and safely.
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